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Preface to the Second Edition

This book is a guide to complying with the Data Protection Act 1998. It provides an overview of data protection law and practical advice and guidance for small organizations looking to comply with the spirit of the new British Standard for Data Protection: BS 10012. This second edition also contains new chapters on using CCTV systems in a way that complies with the law, maintaining ongoing compliance, updates on keeping data secure. The case studies are taken from the Information Commissioner’s Annual Reports or press releases.

The Data Protection Act sets out rules that must be followed wherever personal information is processed for anything other than a domestic purpose. The Data Protection Act is the primary piece of legislation which governs compliance in this area but organizations can also choose to comply on a voluntary basis with the British Standard BS 10012: Data protection — Specification for a personal information management system, which provides additional requirements for data protection compliance.

How this book relates to BS 10012

This book complements BS 10012 but if you want to comply with the standard you will also need to refer to its requirements by referencing the full text of BS 10012 itself. This book does not recreate all the requirements of the standard in full but merely provides some guidance on its practical implementation.

If you are not intending to implement BS 10012 in full but would still like to adopt some of its practical requirements you can follow the advice in this book. This may be particularly useful if you are a very small business that would otherwise find it difficult to implement the whole of BS 10012.

Who should read this book?

This book is intended to be used by anyone who needs to understand their obligations under the law. In particular, it provides practical, simple and easy to follow advice for small businesses, charities, unincorporated members’ clubs and anyone else who does not have the benefit of a large in-house compliance department. It is also a useful quick reference for managers and executives who are responsible for data protection compliance but who do not need an in-depth technical knowledge of the subject.
The Data Protection Act has a wide scope. Most organizations in the UK as well as individuals running their own businesses need to comply to some extent with its provisions.

If you or your organization operate in breach of the law when processing personal information you may incur civil, and sometimes criminal, liability. The adverse publicity may also cost you your business or ruin your organization’s reputation.

You do not need to be doing very much with personal information to find yourself having to comply with the Data Protection Act.

Have a quick look at the list below. Do you:

• hold contact details for customers on computer?
• keep copies of invoices from suppliers?
• have an overflowing filing cabinet in the corner that contains personal information?
• telephone customers or other individuals to enlist support or business?
• publish images on the internet?
• have staff working alongside you?
• use third-party outsourcers to do work for you?
• have a CCTV system?
• use portable devices such as laptops, palmtops and mobile phones in your organization or business?

If any of the above applies to you, you will probably need to comply with the Data Protection Act.

Why you?

Information on individuals is a valuable asset and like your other assets needs to be properly protected. Apart from making good business sense, the reputation and success of your organization can be under threat if you do not make looking after personal information your priority. Without it, you would not be able to function as an organization. With it, you can create, maintain and build relationships of mutual benefit with your customers, clients, suppliers, supporters, investors and staff, who in turn will recommend you to their customers, clients, suppliers, supporters, investors and staff. A review of the Information Commissioner’s Annual Reports shows that, so far, the majority of prosecutions under the law have been directed at small businesses that were either unaware of the law or failed to ensure compliance with it while running their business.
Preface to the Second Edition

**Why this book?**

There are a number of detailed law books and guides available that will take you through the requirements of the Data Protection Act but most organizations or individuals need to understand the practical application of the law and how it applies to them. This book provides you with this basic practical advice to help make compliance with the Data Protection Act easier.

This book is also helpful because it includes additional information about compliance, drawn from BS 10012, which can help you make sure that your approach to data protection compliance is fully effective.

This book relates the requirements of the law directly to the way you process your customer, client or contact information. It also explains what you have to do and provides examples of how to do it. In addition, it provides specific guidance for businesses or other organizations operating in high risk areas.

**What does this book cover?**

This book covers all the requirements of the Data Protection Act, and by the end of it you will be able to:

- identify what personal information you can legally collect and use;
- know what you can and cannot do with the personal information you have collected;
- understand the law as it applies to your particular business or activity;
- deal with data protection ‘emergencies’ such as requests for access to information from individuals, bad publicity and investigation by the Information Commissioner;
- keep on the right side of the law and avoid compensation, hefty fines or imprisonment;
- benefit from improved data management and a better relationship with customers, clients and other contacts;
- monitor and review your processes and procedures for compliance in line with the requirements of BS 10012.

Because this book is a basic guide to the Data Protection Act, we do not cover related legal topics such as compliance with the Human Rights Act, freedom of information legislation or laws that cover the interception or regulation of communications in any detail. Other guidance is available from BSI that addresses these issues in more detail.
Structure of this book

The law applies to personal information from the moment of collection of that information to its destruction, and to all things that happen to that information in between – this is the way in which this book has been set out. It is structured to reflect the life cycle of the personal information used by your organization and to take you step-by-step through what you need to do.

This book provides guidance on:

• notifying the Information Commissioner of your processing (a legal requirement);
• collection of personal information;
• use of personal information, including some specific advice for specialist areas;
• security and disposal of personal information.

Troubleshooting tips are also included to help with common queries.

Terminology

This book avoids the use of legal terminology and the complicated definitions set out in the law. We have, however, tried to ensure that all the definitions we use are consistent with BS 10012. The main differences are that where the law refers to ‘personal data’, both this book and the British Standard refer to ‘personal information’, and rather than referring to organizations that comply with the law as ‘data controllers’ (as the statute does), this book refers to ‘you’ and ‘your organization’.
Chapter 1 – Introduction

Who must comply with the Data Protection Act?

All individuals and organizations who ‘process’ personal information for their own business purposes must comply with the Data Protection Act 1998.

Types of organization that process personal information and therefore must comply with the Data Protection Act include:

- small, medium and large commercial organizations including limited companies, partnerships, limited partnerships and sole traders;
- charities, churches, political parties, and public and state schools;
- self-employed health professionals such as GPs, opticians and dentists;
- hospitals and NHS trusts;
- local authorities and other public sector organizations;
- unincorporated members’ clubs and associations;
- anyone who employs staff.

What are the rules?

The Data Protection Act contains eight principles for good information handling. These are that personal information must be:

1. processed fairly and lawfully;
2. processed only for specified and compatible purposes;
3. kept accurate and up to date;
4. relevant and not excessive;
5. retained for no longer than necessary;
6. processed in accordance with the rights of the individual whose personal information is being processed;

7. kept secure;

8. adequately protected if it is to be transferred outside the European Economic Area (EEA).¹

Guidance on how to comply with these principles is the main focus of this book. Further information about the EEA is given in Chapter 8, Transferring personal information overseas.

In addition to complying with these rules, organizations and individuals who must comply with the Data Protection Act may also have to notify the Information Commissioner of the details of how they process personal information. Chapter 2, Notification deals with this requirement.

The law also contains a number of criminal offences that relate to the misuse of personal information. These are covered in the relevant chapters.

**What personal information is protected by the law?**

Any information from which a living individual can be identified is protected under the Data Protection Act as long as that individual is the focus of the information in question.

A few examples of data that might be considered personal information, providing that it is possible to identify a living individual from the information in question and make them the focus of the information, include:

- name and address details;
- health information;
- information in emails;
- email addresses;
- CCTV footage featuring the individual’s image;
- call recordings featuring the individual’s voice;
- photos, either digital or on paper;
- NHS numbers;
- National Insurance numbers;

¹ The European Economic Area or EEA consists of the member states of the European Union plus Norway, Iceland and Liechtenstein.
• full postcodes;
• information in a personnel file.

Information processed by automated means, such as on computer, is always protected.

Information held in ‘manual’ or paper-based files will be covered by the law to a different extent depending on whether it is processed in the public or the private sector.

If the paper-based information is processed by a public sector organization, it is covered by the Data Protection Act.

If the same information is processed in the private sector, it will only be covered by the law when it is held in a very organized way (for example information that is held in a paper-based filing system, where it can easily be retrieved because it is organized so that someone who does not have any previous knowledge of the system could locate the information they require).

**When is an organization ‘processing’ personal information?**

You will only have to comply with the law if you are ‘processing’ personal information. The Data Protection Act defines what is meant by ‘processing’, and the definition is very wide.

‘Processing’ personal information means doing anything at all with the information, including collecting, using, storing and destroying it. Even just reading or accessing information can be ‘processing’ it.

Examples of processing:
• collecting information via an application form, over the telephone or via a website;
• publishing information;
• selling information;
• using information for administration;
• using information for marketing;
• intercepting information;
• recording information;
• data matching, data mining or profiling;
• archiving information;
• reading information from a screen;
• disclosing or passing information to another organization or individual;
• shredding information in a personal file or erasing information from electronic media;
• making information available on a website.

As the definition of processing is so wide, most organizations that use personal information will find it difficult to argue that they are not processing personal information.

**Data processors**

The only organizations that might escape being covered by the Data Protection Act are those that only process personal information on behalf of other individuals or organizations under their instructions. Such organizations or individuals are referred to as ‘data processors’ under the Data Protection Act.

These relationships must be governed by a contract that specifically sets out what can and cannot be done with the information being processed by the data processor. If you process personal information under an outsourcing contract like this, the organization that is instructing you will be responsible for complying with the law, not you.

Examples of types of organization that will often be data processors include:
• mailing houses;
• IT consultants that have access to clients’ personal information when servicing IT systems;
• waste disposal companies that dispose of personal information on behalf of another organization;
• printers that print material, such as business cards, that contain personal information.

If you are processing your own personal information, for example in relation to your employees, you will have to comply with the requirements of the Data Protection Act with respect to this information. (See Chapter 10, *Employers and employee information.*)

However, in practical terms, whether or not you are processing information on your own behalf or on someone else’s, it is unlikely to make much difference to the safeguards that you are required to put in place. The main difference is likely to be that when you process on behalf of another, you will have to comply with the restrictions in any contract rather than the obligations set out in the Data Protection Act. However, these requirements are likely to mirror each other, especially in relation to the security of the information.
**Remember**

*Even if you are not directly affected by the requirements of the Data Protection Act 1998, you will probably be obliged to comply with its requirements under contractual arrangements.*

---

**Who enforces the law?**

The Data Protection Act is enforced by an independent regulator – the UK Information Commissioner. The Information Commissioner also provides advice and guidance to those trying to comply with the law and has a helpful enquiry service that will provide advice on a ‘no names’ basis. There is also a Scottish Information Commissioner who has responsibility for freedom of information regulation in Scotland. However, only the UK Information Commissioner enforces the Data Protection Act in the UK.

For contact details for the UK Information Commissioner’s Office, see *Sources of information* at the back of this book.

The courts can also enforce the law. Criminal prosecutions are usually brought by the Crown Prosecution Service on behalf of the Information Commissioner.