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Foreword

Information is one of your organization’s most valuable assets. The objectives of information security are to protect the confidentiality, integrity and availability of information. These basics elements of information security help to ensure that an organization can protect against:

- sensitive or confidential information being given away, leaked or disclosed both accidentally or in an unauthorized way;
- critical information being accidentally or intentionally modified without your knowledge;
- any important business information being lost without trace or hope of recovery;
- any important business information being rendered unavailable when needed.

It should be the responsibility of all managers, information system owners or custodians, and users in general to ensure that their information is properly managed and protected from a variety of risks and threats faced by every organization. The two standards ISO/IEC 17799:2005,¹ Code of practice for information security management, and ISO/IEC 27001:2005 (revised version of BS 7799-2:2002),² Information security management systems — Requirements, together provide a basis for organizations to develop an effective information security management framework for managing and protecting their important business assets whilst minimizing their risks, maximizing the investments and business opportunities of the organization and ensuring their information systems continue to be available and operational.

The standard ISO/IEC 17799:2005, Code of practice for information security management, provides a comprehensive set of best practice for information security, which organizations can adopt and implement to address the risks they face using the risk management approach specified in the standard ISO/IEC 27001:2005, Information security management systems — Requirements (the ISO revised version of BS 7799-2:2002). In addition, ISO/IEC 27001:2005 (the revised version of BS 7799-2:2002) is the base requirements standard for accredited third-party ISMS (information security management system) certification³ based on this risk management approach. Organizations going through the accredited certification route to obtain an ISMS certificate would need their ISMS to be audited and assessed by an accredited certification body (see 1.2.2 of this guide) to ensure that they have appropriate management processes and systems in place that conform to the requirements specified in the ISMS standard.

¹ This is the revised version of ISO/IEC 17799:2000, which previously was BS 7799-1:1999.
² With the publication of ISO/IEC 27001:2005 the current version of BS 7799-2 will be withdrawn and Part 2 will no longer be a valid standard for third-party accredited certification. Any such certification work will be carried out against the requirements specified in ISO/IEC 27001:2005. Accreditation bodies are responsible for issuing a “transition statement” (see 1.2.2 of this guide) which provides details of the time period during which organization’s and certification bodies (see 1.2.2 of this guide) involved in the ISMS certification process need to make the transition from BS 7799-2:2002 to ISO/IEC 27001:2005.
³ The accredited certification process also employs the accreditation and certification guides and standards ISO Guide 62/EN 45012 and EA 7/03.
This guide, BIP 0073, and the other guides in the BIP 0070 series are designed to provide users with assistance for the implementation and auditing of the ISMS controls that are listed in ISO/IEC 27001:2005, Annex A, and with more implementation guidance in ISO/IEC 17799:2005.

**Note:** A document such as this is provided with the best of intentions. It reflects common practice, which is derived by a consensus among those with a wide variety of skills, knowledge and experience in the subject. This guidance makes no claim to be exhaustive or definitive and users of this guidance may need to seek further guidance in implementing the requirements of the ISO/IEC 27001:2005 standard. Furthermore, there will always be other aspects where additional guidance is required relevant to the organizational, operational, legal and environmental context of the business, including specific threats, controls, regulatory compliance, governance and good practice.

*It has been assumed in the drafting of this BSI guide that the execution of its advice is entrusted to appropriately qualified and experienced people.*
1 General

1.1 Scope of this guide

This document provides guidance on the implementation of ISMS control requirements for auditing existing control implementations to help organizations preparing for certification in accordance with ISO/IEC 27001:2005, Information security management systems — Requirements.

The contents of this guide include the ISMS control requirements that should be addressed by organizations considering certification according to ISO/IEC 27001:2005. Clause 2 of this guide discusses each of the controls in Annex A of ISO/IEC 27001:2005 in two different viewpoints:

• implementation guidance – describing what needs to be considered to fulfil the control requirements when implementing the controls from ISO/IEC 27001:2005, Annex A. This guidance is aligned with ISO/IEC 17799:2005, which gives advice on the implementation of the controls;
• auditing guidance – describing what should be checked when examining the implementation of ISO/IEC 27001:2005 controls to ensure that the implementation covers the essential ISMS control requirements.

It is important to emphasize that this guide does not cover the implementation or auditing of the ISMS process requirements that are covered in BIP 0071. This is also discussed in more detail in 1.3, “Meeting ISO/IEC 27001 requirements”.

1.2 Field of application

1.2.1 Usage

This guide is intended to be used by those involved in:

• designing, implementing and/or maintaining an ISMS;
• preparing for ISMS audits and assessments;
• undertaking both internal and third-party ISMS audits and assessments.4

This guide makes reference to the following standards:

• ISO/IEC 17799:2005 (previously ISO/IEC 17799:2000) – a code of practice that identifies control objectives and controls for information security and provides common practice advice for the implementation of these controls;
• ISO/IEC 27001:2005 – the requirements specification for an information security management system. This standard is used as the basis for accredited certification.

This guide will be updated following any changes to these standards. Organizations should therefore ensure that the correct version is being used for compliance checks related to pre-certification, certification and post-certification purposes.

4 Auditors deployed by the organization to carry out an internal ISMS audit, auditors from certification bodies and assessors from accreditation bodies engaged in assessing certification bodies.
1.2.2 Compliance

To claim compliance with the requirements in ISO/IEC 27001:2005, the organization needs to demonstrate that it has all the processes in place and provides appropriate evidence to support such claims. Where exclusions are made, claims of compliance with ISO/IEC 27001:2005 are not acceptable unless such exclusions do not affect the organization’s ability and/or responsibility to provide information security that meets the security requirements determined by risk assessment and applicable regulatory requirements. Any exclusion of controls found to be necessary to satisfy the risk acceptance criteria needs to be justified and evidence needs to be provided that the associated risks have been knowingly and objectively accepted by those in management that have the executive responsibility for making such decisions and who are accountable for making such decisions.

Excluding any of the requirements specified in ISO/IEC 27001:2005, Clauses 4, 5, 6, 7 and 8 is not acceptable.

The implementation of a set of ISMS processes results in the organization deploying a system of controls based on a risk management approach to manage their risks. The organization should have implemented an effective system of management controls and processes as part of its ISMS, and it should be able to demonstrate this by providing evidence to the ISMS auditor (whether it be a first-, second- or third-party audit).

This guide can be used by those who might not have an immediate need for an audit but require a specification for establishing and implementing an ISMS based on industry accepted best practice processes. However, claiming compliance with ISO/IEC 27001:2005 does require the organization to have at least an internal ISMS audit in place whether or not it goes for a third-party audit at a later stage. The organization may not have a business case for a third-party audit, but to be compliant with ISO/IEC 27001:2005 the internal ISMS audit is mandatory. This guide can of course also be used by those preparing for a second- and third-party audit.

1.3 Meeting ISO/IEC 27001 requirements

There are two different types of requirements stated in BS 7799-2:2002:

- the requirements contained in the ISMS process that are described in ISO/IEC 27001:2005, clauses 4 to 8;
- the ISMS control requirements, contained in ISO/IEC 27001:2005, Annex A.

The ISMS process requirements address how an organization should establish and maintain its ISMS, based on the Plan–Do–Check–Act (PDCA) model. An organization that wants to achieve ISO/IEC 27001 certification needs to comply with all these requirements – exclusions are not acceptable. The guide BIP 0071, Guidelines on requirements and preparation for ISMS Certification based on ISO/IEC 27001, provides guidance on the PDCA model and the ISMS process requirements, certification process and preparing for certification. An organization can also check whether it has implemented all of the ISMS process requirements by using the checklists provided by the guide BIP 0072, Are you ready for an ISMS audits based on ISO/IEC 27001?

---

The ISMS control requirements stated in ISO/IEC 27001:2005, Annex A are applicable for an organization unless the risk assessment and the risk acceptance criteria prove that this is not the case. This is stated in ISO/IEC 27001: “Any exclusion of controls found to be necessary to satisfy the risk acceptance criteria needs to be justified and evidence needs to be provided that the associated risks have been accepted by accountable persons.”